
Longer is Stronger - Consider 14 character nonsense passphrases

Employ unique passwords on all systems

Use Multifactor Authentication whenever it is offered 

If used, put your "special characters" in the middle, not the start or end

Do not use your web browser to store passwords

Consider using an approved password manager

Don't share - you are responsible for everything that happens using your account

Password Example:  "Door  chai r  foxtrot"  i s  a  good passphrase ,                

#BNNCYBERTIPTUESDAY

B1RTHD@AY$
ARE FOR CAKE,

NOT P@$$W0RD$ 
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"Fal l  2019!"  i s  not  good (easy  to  guess)


